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Minotaurus Games Limited is committed to protecting your privacy. This Privacy Policy 
explains how the information is collected, used, stored, and shared when you access or use 
the website https://minotaurus.io/ or interact with the services. 

1. Information Collected 

The following types of personal and non-personal data are subject to collection: 

● Account Information: username, email address, wallet address, and any other data 
you provide when registering or interacting with the platform 

● Technical Information: IP address, device type, operating system, browser type, 
usage data, and referral sources 

● Blockchain Information: wallet addresses and transaction histories associated with 
your use of the platform 

● KYC/AML Data: identity documents, residential address, and financial 
documentation when required under our KYT/AML policy 

● Communication Data: emails, messages, or support inquiries submitted to us 

2. How Information is Used 

The project uses the data collected to: 

● Provide access to the services and features 
● Enhance, improve, and personalize your user experience 
● Detect, investigate, and prevent fraudulent or suspicious activity 
● Comply with legal obligations (including AML/KYT requirements) 
● Respond to support requests and communicate with you 

3. Cookies and Tracking Technologies 

Cookies, pixels, and similar technologies may be used to: 

● Maintain user sessions 
● Analyze website traffic and performance 
● Customize content based on your behavior 

You may control or disable cookies through your browser settings, though some features 
may not work correctly without them 
 

https://minotaurus.io/


4. Sharing Your Information 
 
Your personal data is never sold. However, it may be shared with: 

● Service providers (e.g., hosting, analytics, compliance tools) 
● Regulatory or law enforcement authorities, where required by law 
● Third parties as part of a business transfer (e.g., merger or acquisition) 

5. Data Retention 

The company retain your information only for as long as necessary to: 

● Fulfill the purposes described in this policy 
● Meet legal, regulatory, or contractual requirements 

Data related to KYC/AML verification may be stored for extended periods in accordance with 
applicable financial regulations. 

6. Your Rights 

Depending on your location, you may have rights under applicable privacy laws to: 

● Access, correct, or delete your personal data 
● Withdraw consent (where applicable) 
● Object to processing or request data portability 

To exercise your rights, write a message to support@minotaurus.io. 
 

7. Data Security 
Appropriate technical and organizational safeguards are implemented to protect your 
information. However, no online system is completely secure. You are responsible for 
keeping your wallet and login credentials confidential. 

8. Children’s Privacy 
The Website is not intended for children under 18 years old. The company does not 
knowingly collect data from minors. If it is discovered that the collected information came 
from a minor, it is deleted promptly. 

9. International Data Transfers 
Your data may be stored or processed in countries outside your own. There are adequate 
safeguards are in place in compliance with applicable data protection laws. 
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10. Changes to This Policy 
This Privacy Policy may be updated at any time. Changes will be posted on this page with 
the revised date. Continued use of the Website after changes means you accept the 
updated Policy. 
 

11. Contact Us 
 
If you have questions or concerns about this Privacy Policy, please contact: 
📧 support@minotaurus.io 

 


